**СИЛАБУС**

**навчальної дисципліни “Радіоелектронна боротьба”**

**Опис навчальної дисципліни**

|  |  |  |
| --- | --- | --- |
| Найменування показників  | Галузь знань, спеціальність, освітньо-кваліфікаційний рівень | Характеристика навчальної дисципліни |
| денна форма навчання | заочна форма навчання |
| Кількістькредитів – 3 | Галузь знань: 25 Воєнні науки, національна безпека, безпека державного кордону;  | ВИБІРКОВА ЧАСТИНА |
| Модулів – 1 | Спеціальність:255 Озброєння та військова техніка; | Рік підготовки |
| Змістових модулів – 3 | 4-й | - |
| Семестр |
| Загальна кількість годин – 90 | 8 | - |
| Тижневих годин для денної форми навчання:аудиторних – 2 | Спеціалізації: Корабельна зброя та засоби навігації  | Лекції  |
| 18 год. |  |
| Групові, семінарські |
| - | - |
| Практичні, лабораторні |
| 26 год. |  - |
| Самостійна робота |
| 46 год. | - |
| Індивідуальні завдання:  |
|  |  |
| Освітньо-кваліфікаційний рівень:Перший (бакалаврський) | Вид контролю:  |
| Залік | - |

**.Мета та завдання навчальної дисципліни**

**Метою** викладання навчальної дисципліни «Радіоелектронна боротьба» є вивчення загальних принципів побудови, характеристик і методик використання засобів радіоелектронної боротьби.

**Завдання:**

1. сформувати повне і правильне уявлення про принципи побудови, тактико-технічні характеристики та перспективи розвитку існуючих засобіврадіоелектронної розвідки та придушення, які знаходяться на озброєнні Збройних Сил України, країн НАТО та країни-агресора (російської федерації);

2. сформувати повне і правильне уявлення про основні джерела радіоелектронних, радіотеплових, оптикоелектронних та гідроакустичних перешкод;

3. забезпечити розуміння курсантами основних принципів та порядку визначення електромагнітної обстановки;

4. забезпечити розуміння курсантами особливостей зниження ефективності функціонування систем радіолокації, радіонавігації, зв'язку та телеуправління під впливом маскуючих (шумоподібних) та імітуючих (ретрансляційних) перешкод;

5. забезпечити розуміння курсантами характер виникнення типових несправностей та порушень роботи радіоелектронних засобів під впливом іонізуючих і електромагнітних випромінювань;

6. сформувати повне і правильне уявлення про існуючи методи придушення оптико-електронних, радіотеплових та гідроакустичних засобів;

7. сформувати повне і правильне уявлення про існуючиметоди захисту РЕЗ від навмисних і ненавмисних радіоелектронних перешкод.

**Структура навчальної дисципліни**

|  |  |
| --- | --- |
| Найменування модулів, змістових модулів і тем | Кількість годин |
| Усього | у тому числі |
| Лекція (Л) | Групове заняття (ГЗ) | Семінарське заняття (См) | Практичне заняття (ПЗ) | Лабораторна робота (ЛР) | Індивідуальні завдання (ІЗ) | Самостійна робота |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 |
| **Змістовий модуль 1. Радіоелектронні перешкоди і хибні цілі.**  |
| Тема 1. Радіоелектронні перешкоди.  | 16 | 4 | − | − | 4 | − | − | 8 |
| Тема 2. Хибні цілі.  | 16 | 4 | − | − | 4 | − | − | 8 |
| **Разом за змістовим модулем 1** | **32** | **8** | **−** | **−** | **8** | **−** | **−** | **16** |
| **Змістовий модуль 2. Електромагнітне придушення радіоелектронних засобів.**  |
| Тема 3. Методи придушення систем радіолокації, радіонавігації, зв'язку та телеуправління. | 16 | 2 | − | − | 6 | − | − | 8 |
| Тема 4. Методи придушення оптико-електронних і гідроакустичних засобів. | 14 | 4 | − | − | 4 | − | − | 6 |
| **Разом за змістовим модулем 2** | **30** |  **6** |  | **−** | **10** | **−** | **−** | **14** |
| **Змістовий модуль 3. Радіоелектронний захист та застосування комплексів РЕБ проти безпілотних авіаційних комплексів** |
| Тема 5. Захист радіоелектронних систем від навмисних перешкод.  | 12 | 2 | − | − | 2 | − | − | 8 |
| Тема 6. Принципи застосування комплексів РЕБ проти безпілотних авіаційних комплексів | 16 | 2 | − | − | 6 | − | − | 8 |
| **Разом за змістовим модулем 3** | **28** | **4** | **−** | **−** | **8** | − | − | **16** |
| **Разом за модулем**  | **90** | **18** | **−** | **−** | **26** | − | − | **46** |

**Крітерії оцінки курсантів**

Для визначення оцінки за шкалою ЄКTС та національною шкалою рейтингова оцінка (в балах) R переводиться згідно з таблицею 1.

*Таблиця 1*

|  |  |  |
| --- | --- | --- |
| **Значення R** | **Оцінка за шкалою ЄКTС** | **Оцінка за національною шкалою** |
|
| **1** | **2** | 3 |
| 90 – 100 | А | “відмінно” |
| **1** | **2** | **3** |
| 80 – 89 | В | “добре” |
| 65 – 79 | С |
| 55 – 64 | D | “задовільно” |
| 50 – 54 | Е |
| 35 – 49 | FХ | “незадовільно” |
| 1 – 34 | F |
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